
Does your Cyber Security Policy provide you 
with a full range of products and services?
Cyber Security is an ongoing growing concern for health 
care organizations. Hospitals in particular are targets for 
hackers, ransomware, dark web attacks, data breaches, 
and more, since they are known to have a large amount 
of Personal Health Information data in their care. A good 
program for cyber security should be multi-faceted:

• Broadest coverage available in the marketplace—
avoid a poorly-written policy that excludes certain 
perils, protect your organization’s balance sheet with 
the HASC Enhanced Cyber Liability Program.

• High enough limits—unlike our program, which is 
clear, some policies have low sub limits for needed 
coverage, or exclude coverage with tricky definitions.

• Risk avoidance services—we provide risk 
management tools, cyber protection safeguards, and 
resources for being prepared.

• Breach and Attack response—we enlist only the 
top breach coach and security vendors, along with 
sufficient forensics, reconstruction, and PR services 
critical for managing a breach or ransomware attack 
when it happens.

• Simplified submission—a one page application is all 
that is required for the program.

The HASC Enhanced Cyber Liability Program, while 
co-developed by HASC, is not sold by the association. 
Contact Dave Weller of AmWINS Group Inc. to learn more.

HASC Cyber Preferred Enhancements
HASC and AmWINS have partnered with carriers to 

provide coverage enhancements only available through 
HASC, featuring coverage and sub-limits greater than 
typically offered. Examples include Direct and Contingent 
Business Interruption, Bricking, Mitigation Expense, 
Social Engineering, Data Restoration, Forensics, Breach 
Notification, Regulatory and much more.

The program also includes a full slate of Risk Mitigation 
services and Breach Response services for all policy 
holders, including Table Top exercise specific to an 
individual insured, free consultation with Information 
Shield, HIPAA compliance software, $0 retention for the 
first 72 hours of a breach, and more.

Submission requirements are minimal—the application is 
only one page in length. Excess Limits are available up to 
$30 million.
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